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An Intrusion Detection Algorithm for WSN Based on Kernel Fisher Discriminant
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Abstract:

Asthe energy and computing power islimited in wireless sensor networks, so almost all of the traditional network intrusion detection schemes cannot be applied efficiently.
In order to overcome the weaknesses, aintrusion detection algorithm for WSN based on Kernel Fisher Discriminant(KFDA) is proposed. The method exploits KFDA by
comparing the sensor node data and established behavioral characteristics to determine whether there isintrusion. Theoretical analysis and simulation results show that the
proposed scheme not only can detect intrusions effectively, but also can apply to intrusion detection for WSN which require less computing ability and limited energy.
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