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Target Threat Assessment of Aerial Optical-electronic System Based on Fuzzy Bayesian Network Model

Author's Name:
Institution:

Abstract:

Aim at the target characters information of aerial optical-electronic sensors system, the fuzzy Bayesian network model was brought out for threat assessment to assist the
decision maker. Firstly, the method studies on the target characters and the influence on threat degree of aerial optical-electronic sensors’ information in detail. Secondly,
the appropriate characters are selected and the crisp variables are fuzzed by fuzzy theory. Then the fuzzy Bayesian network model of target threat assessment is established
accordingly. Lastly, these are fed into fuzzy Bayesian networks that perform inference viabelief propagation for threat assessment. The inference results can provide
decision-maker with technique foundation. A simulation example of the whole threat assessment process demonstrates the validity of the model and the reliability of the
inference results.
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