WL TR R 2007 43 (35): 68-70  ISSN: 1002-8331 CN: 11-2127/TP

AR IR O
AR R
— LT VOIY i N 2 K 15 » Supporting info
= + PDF(686KB)
. HTML 4> 3](0KB
IR TG TR, W SN 362020 e
WoR E I 4 R R A ] 2007-11-29 ez [ 4] Hgézii%

BT R TR AL RIDCTI 2 T F P IS, BRLSTHRIAJHYS KGR EAE A0 KEDE5 gesne 1
SP ARSI (B 0R P RIDCTSRS | I B RLEHHASE, (GUEKEISERNN T LA . o) ==t S
43 AR EV S AL 47 39 0K EV ST AR R 5 AR BT R I Bk 0B T ke |» IOATRI 152

e, BTGB T 7 T LA B (b b A S| PR e
Kegin  KED EHE AKMBERZ (HVS) Pl fbEtE g2
e » Email Alert
b SRR
VQ based adaptive multi-water mark algorithm r KR SR
HRAF B
LIN Qi-we b AT g OKED” ) A
ESTEV PO

Department of Electronic and Communication, Huagiao University, Quanzhou, Fujian 362021, China| _ BILAE

Abstract

In this paper anovel Vector Quantization (VQ) and Discrete Cosine Transform (DCT) based adaptive multi-
watermark algorithm was proposed.In proposed work, two different watermarks, which represent the owner of the
product, were embedded into the codebook of the image and DCT domains according to Human Visual System (HVS)
and image character.By means of adaptively selecting the embedding parameter, the imperceptibility and security on anti
attack ability were guaranteed.Experimental resultsillustrate that the proposed technique provides an improvement over
the spread spectrum watermarking technique in terms of robustness for various signal processing attacks, especialy in
resisting collusion attack.
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