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Resear ch on identifying technology of spam sending behavior based on P2P
ZHAOQ Zhi-guo,TAN Min-sheng,DING Lin

School of Computer Science and Technology, University of South China, Hengyang, Hunan
421001, China

Abstract

On the basis of analyzing these days spam filtering techniques, this paper proposes an identifying technology of spam
sending behavior based on P2P (ITSSB) according to the sending behavior of spam.An Anti-Spam P2P network is
structured between email servers to save and share information about suspicion email.Spam isidentified collaboratively
according to information about suspicion email in the Anti-Spam P2P network.The experiment result showsthe ITSSB is
just for the character of sending mails together without depending on the email content, the language type and the format
analysis.The ITSSB can be also applied to filtering alarge number of spam in the process of MTA communication,
speeding up the process, improving the accuracy and saving alot of systematical resources, and having well filtering
capability.
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