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Source authentication scheme in multicast based on tree chaining
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This paper briefly reviewed the existing source authentication schemes and described the advantages and disadvantages of
these schemes. Then, proposed a new source authentication scheme based on tree chaining, in which, the abstract came from different
block was connected used the technology similar T-CSA, thus expanded the superiority of T-CSA and reduced the average delay on
every packet. Moreover, the average authetincation price on each packet will drop along with the unceasingly increases of the data
stream, this is very important to the member machines with limited resources.

18 7E 55282691207 1) #F
WUFSERUBFICRE HGHLEE: ACA TR BEL R 3 5

k25 H#ALk: 028-852 67 fE¥.: 028-85210177HE4: 610041 Email: arocmag@




