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Dynamic address configuration based on threshold in mobile Ad hoc network
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Due to the vicious actions of malicious nodes in an adversarial network, address auto—configuration couldn’ t be carried out
with effect. To thwart corresponding security attacks about address auto—configuration in MANETs, this paper presented a dynamic
address configuration based on threshold in an adversarial MANETs, referred to Threshconf. Threshconf with access control
constructed by using threshold signature could prevent against correlative networks and guarantee the protocol could be executed
effectively in hostile networks. Finally, also discussed the performance and security of Threshconf
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