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Abstract: In CRYPTO 2010, Aguilar et al. proposed a somewhat homomorphic encryption scheme, i.e. an encryption scheme 
allowing to compute a limited amount of sums and products over encrypted data, with a security reduction from LWE over 
general lattices. General lattices (as opposed to ideal lattices) do not have an inherent multiplicative structure but, using a tensorial 
product, Aguilar et al. managed to obtain a scheme allowing to compute products with a polylogarithmic amount of operands. In 
this paper we present an alternative construction allowing to compute products with polynomially-many operands while preserving 
the security reductions of the initial scheme. Unfortunately, despite this improvement our construction seems to be incompatible 
with Gentry's seminal transformation allowing to obtain fully-homomorphic encryption schemes.  

Recently, Brakerski et al. used the tensorial product approach introduced by Aguilar et al. in a new alternative way which allows 
to radically improve the performance of the obtained scheme. Based on this approach, and using two nice optimizations, their 
scheme is able to evaluate products with exponentially-many operands and can be transformed into an efficient fully-homomorphic 
encryption scheme while being based on general lattice problems. However, even if these results outperform the construction 
presented here, we believe the modifications we suggest for Aguilar et al.'s schemes are of independent interest.  
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