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Abstract: In this paper, we present a new class of multivariate public-key cryptosystems, K(XIII)SE(2)PKC realizing the coding 
rate of exactly 1.0, based on random pseudo cyclic codes. The K(XIII)SE(2)PKC is constructed on the basis of K(IX)SE(1)
PKC, formerly presented by the author. We show that K(XIII)SE(2)PKC is secure against the various attacks including the 
attack based on the Gröbner bases calculaion(GB attack) and the rank attack.  
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