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Abstract: In this article we show how we can integrate the RSA (RSA-OAEP) into the IBE. Our prove can be make with 
either Standard Model or Random Oracle. We firstly develop the basic ideas made in this direction, so that to create a novel 
scheme with which we can signs and crypt at the same time. Then we give our new approach which conserves properly the 
syntax of the RSA classic. Additionally we compare our authentication with the signature of Shamir. More than that, in the 
RSA-IBE there is the problem of relating the exponent with an identity. Even if, there was some proposals in this direction, but 
they operate only with the Random Oracle. And in this article we will response to question of Xuhua Ding and Gene Tsudik, in 
order to propose an efficient exponent for an RSA-IBE. In the end of the article we give a useful appendix.  
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