THEHLN ] 2006 26 (08): 1824-1826  ISSN: 1001-9081 CN: 51-1307/TP

HE%e ¥ e
A3 AE B

F Supporting info

It T 3DESH VA 1 HLE In W 5T M L FPGASZ I

e gL AR L s kA2 s 252 » PDF(736KB)
PSION » [HTML% 2] (OKB)
Wk H 3 2006-3-6 &[0 H i 2006-4-7 4% i % 47 H 3 2006-8-1 5% H 1] ¥ 27 HK[PDF]

W BPRUEAE A R, SMHT T = T D0 B G ) LR 2718 1 S BB R, i T ey | * 25
B A 2 5 10 RS HREAT TREAF B . TR T A SEIORIF TR, PSRRI R ) | T 25 55 2 5t
B R TR, 72 F ML B L0 s, BFSUR I, C Sh EEr P 000 AV 0 5 P S | g o gt e
SRR T
‘ I

Abstract With regard to communication security, the safekeeping of password and real-time b IO G R
processing in speech signal encryption based on triple Data Encryption Standard (3DES) were |¢ 5| A
analyzed. In addition, the basic framework of speech encryption and the hardware system
design in encryption telephone were presented. The functional module of system software
was designed and the compiled program was loaded into the FPGA. The encryption telephone ¥ SO
was validated in the public telephone net. This research indicates that the encryption R S
functional module can be applied to point-to-point speech communication and other low —
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